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Abstract—In vehicular ad hoc networks (VANETs), because all
vehicles in range are shown as destination nodes and less time is
spent for the medium access process, broadcast communication is
considered a highly appropriate technique for the dissemination
of safety messages in such networks. However, the lack of request-
to-send/clear-to-send handshaking and packet acknowledgment
makes the communication more vulnerable to interferences, thus
resulting in lower communication reliability. In this paper, we
present an analytical model for the performance evaluation of
safety message dissemination in vehicular ad hoc networks with
two priority classes. In particular, considering the IEEE 802.11
broadcast protocol and using 2-D Markov modeling, we derive
the joint distribution of the numbers of low-priority periodic mes-
sages, which are in transmission mode and in a backoff process in
a highway. Then, the result is used to derive the average dissemina-
tion delay of high-priority event-driven messages in the presence
of the low-priority traffic in the network. The results are helpful
in determining a good tradeoff between network parameters such
as vehicles’ transmission range, safety traffic generation rate, and
medium access control (MAC) parameters to satisfy the required
delay bounds for the critical high-priority traffic.

Index Terms—Average delay, broadcast, medium access control
(MAC), message dissemination, performance analysis, vehicular
ad hoc networks (VANETs).

I. INTRODUCTION

V EHICULAR ad hoc networks (VANETs) are emerging as
a promising technology for providing safety and comfort

applications for vehicular transportation. VANETs are receiv-
ing growing attention from the research community and from
the transportation industry because of their great potential to
improve traffic safety on roads. However, handling time-critical
safety applications in these networks poses many challenges,
particularly because such applications may have to share the
communication channel with other applications. In this context,
considering the network operation mode proposed for the Ded-
icated Short-Range Communication (DSRC) standardization
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[1], we assume the coexistence of periodic applications and
event-driven safety applications. Messages that belong to pe-
riodic applications are broadcast among vehicles, as frequently
as necessary, to inform each other about their local parameters
such as speed and position. On the other hand, a message that
belongs to event-driven applications is a safety message that is
generated by a specific vehicle, which detects or experiences a
hazard or an unusual event. A safety message is broadcast to
accordingly notify neighbors and as far as possible [2], [3]. In
the network, a high ratio of the traffic will consist of messages
that were generated by the first type of applications, which may
reduce the resource availability for the second type of messages.
However, because safety messages are time critical, they have
to be given higher priority compared to messages of periodic
applications. The modeling of message traffic that is related
to safety applications has been lagging because of various
difficulties [4]. In this paper, we present an analytical model for
the performance evaluation of safety message dissemination in
VANETs with two priority classes.

Lower reliability in broadcast communication due to higher
collision rates and hidden-terminal activities is another chal-
lenge that needs to properly be handled in VANETs [5].
The IEEE 802.11 broadcasting mode considers no request-to-
send/clear-to-send (RTS/CTS) handshaking process, because
all of the nodes within the range of a sending node are assumed
as recipients. Thus, the size of the potential hidden node activ-
ity’s area is dramatically larger than the 802.11 unicast mode,
which makes the communications more unreliable.

The traditional approach for studying the collision and
hidden-terminal effects is to assume a single-hop scenario
and then extend the results to a multihop scenario with in-
dependence assumption. As a result, it fails to adequately
model the hidden-terminal effect and collisions between the
nodes, and it does not appropriately capture the dynamics of
the system. Example studies in [2], [6], and [10] determined
different VANETs’ performance measures, all based on this
independence assumption. For example, [6] makes use of this
assumption to evaluate the collision probabilities and through-
put of the recipients within the transmission range of a sender
in a single-hop communication. In [7], the probability that a
recipient is exposed to the hidden-terminal effect is derived.
In that study, the hidden terminal, which is located out of the
range of a sender, is considered to be in isolation; however, in
multihop communications, that hidden node itself can be ex-
posed to hidden-node activities. Among the analyses that were
proposed to study the performance of broadcasting algorithms,
[2] and [8]–[10] are some examples that evaluate the proba-
bility of successful message receptions and average message
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dissemination distance, all based on the same multihop inde-
pendence assumption. Furthermore, these works assume only a
single type of traffic in the network, whereas as aforementioned,
in reality, VANETs are expected to regularly transmit periodic
messages and emergent high-priority messages when necessary.

In [11], we developed a novel analytical model to determine
the main performance measures of VANETs with two traffic
priority classes. Unlike other studies, the modeling took a multi-
hop perspective rather than the generalization of single-hop
results, which captures the dynamics of the system such as
the hidden-terminal activity better. The latter work, however,
assumes that the arrival time of a message to the channel corre-
sponds to the moment that its backoff counter reaches zero, after
which the message is transmitted. Therefore, the medium access
control (MAC) backoff time was considered part of the message
interarrival time, and the effect of the messages in a backoff
process was neglected due to mathematical complexities.

This paper relaxes the aforementioned major limitation.
Thus, it considers the IEEE 802.11 MAC protocol in broadcast
mode, as suggested for VANETs’ safety applications. Briefly,
in broadcast, unlike unicast communication, a backoff process
is performed only once for a new generated message, and no
binary backoff process is employed. Broadcasting is highly
appropriate to disseminate safety messages in VANETs, be-
cause all nearby vehicles are considered destination nodes, and
less time will be spent for medium access process. However,
the lack of RTS/CTS handshaking and packet acknowledgment
makes the communication more vulnerable to interferences and
hence results in lower communication reliability [12].

We define the state of the network as (n, k), where n
and k, respectively, denote the number of concurrent low-
priority transmissions and the number of low-priority messages
that are in the backoff process. Then, we model the number
of messages in the transmission and backoff process with a
2-D Markov process, which enables us to determine their joint
probability distribution at the steady state, hence yielding the
main contribution of this paper. The proposed modeling can
also be used to derive all the performance measures that were
considered in [11] with a higher accuracy, as well as to derive
new performance measures. Herein, focusing on delay as a new
performance metric for the network under study, we determine
the end-to-end high-priority message dissemination delay in the
presence of low-priority traffic.1 Finally, simulation results are
presented, and it confirms the accuracy of the analysis.

In this paper, Section II describes the network modeling,
Section III presents the main analysis, Section IV details
the proposed delay analysis for high-priority messages, and
Section V discusses the numerical and simulation results, fol-
lowed by this paper’s conclusion.

II. NETWORK MODEL

In this paper, we consider a 1-D VANET model in a highway
with length R (in meters). The nodes have constant trans-
mission ranges d (in meters), and their mobility is neglected,

1As stated previously, MAC knowledge is not considered in [11], and as
such, delay evaluation is not only out of scope therein but is also impossible to
conduct.

because they remain almost stationary within a message trans-
mission time. However, a mobility model is integrated in the
simulation program to confirm the accuracy of this assumption.

Based on the experimental results that were reported in [13],
we assume that the nodes enter the highway according to a
Poisson process with the parameter φ nodes per unit length
of the highway. Thus, the location of nodes follows a uniform
distribution. We will refer to nodes with or without a message
to transmit as busy and idle nodes, respectively. A busy node is
either transmitting a message or is in a backoff process.

Two classes of message traffic are considered. The first class
is low-priority traffic, which arrives at the VANET according to
a Poisson process with the parameterλ0 messages per vehicle per
second. The well-known assumption of Poisson distribution for
traffic arrivals has been made in several studies, such as [6]–[8].

We assume that only idle nodes generate new messages.
Thus, each node may have only a single outstanding message
that waits for transmission. Let us define λ as the parameter of
the Poisson message arrival rate per unit length of the highway,
with all the nodes being in idle state. Then, λ = φλ0.

The second class is event-driven high-priority messages,
which are generated by a randomly selected node such that at
most one message of this type will propagate in the network at
any given time. The arrival time of a message to the channel
corresponds to the moment that it is passed to the MAC layer
for transmission. The transmission time of a message for both
traffic classes is exponentially distributed with parameter μ, and
it is assumed that each node can have at most one message for
transmission.

At any given time, the number of concurrent transmissions
may divide the network into alternating activity and inactivity
regions, where in an activity region, there is at least one ongoing
transmission. Let us define an interference subregion as the
overlap area between the transmission ranges of two concurrent
transmitting nodes in an activity region. We assume that a desti-
nation node can correctly receive a message, as long as it is not
located in an interference subregion. Furthermore, if the trans-
mitting nodes themselves are within the interference subregion,
this interference is referred to as internal (otherwise, external
interference), which are traditionally known as collision and
hidden-terminal activities, respectively. The readers are referred
to [11] for a more comprehensive and illustrative presentation
of the network model adopted. In that work, the average lengths
of the sum of the activity regions and the sum of the interference
subregions for a VANET with n concurrent transmissions,
denoted by �(n) and h(n), respectively, has been derived by

�(n)=

{
[2m̄(n)+(0.5Pc+1.5Ph) (n− m̄(n))] d, if n > 0
0, if n = 0

(1)

h(n) =

{
(1.5Pc + 0.5Ph)(n− m̄(n))d, if n > 1
0, if n = 0, 1

(2)

where Pc and Ph denote the probabilities of internal and
external interferences, respectively, based on [11], i.e.,

Ph =
P ′
h

P ′
c + P ′

h

(3)

Pc =
P ′
c

P ′
c + P ′

h

(4)
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Fig. 1. Example of transmission activities (a) before Δt and (b) after Δt (in
seconds).

where P ′
c and P ′

h, respectively, represent the probabilities of
two transmissions’ overlapping due to internal and external
interferences, which are given by [11]

P ′
c = 1 − e−λdε (5)

where ε is the duration of contention time slot, and

P ′
h =

λd

λd+ μ
. (6)

Finally, in (1) and (2), m̄(n) denotes the average number
of activity regions with n concurrent transmissions, and it
can be determined by m̄(n) =

∑n
m=1 mQm(n), where Qm(n)

is the probability distribution function of the number of ac-
tivity regions with n concurrent transmissions, as given in
[11, eq. (19)] .

III. ANALYTICAL MODEL

In this section, we will develop an analytical model for the
communication of low-priority traffic. According to the IEEE
802.11 MAC broadcast mode which is a CSMA/CA based
protocol, when a message is generated in an idle node, it will be
transmitted immediately if that node finds the medium free for
a distributed interframe space (DIFS) time period. Otherwise,
it randomizes a one-time backoff counter and decrements it
whenever the medium is sensed free [14]. As such, any message
arrival to the idle nodes that are located within an activity region
results in backoff initiation, whereas messages that arrive at the
idle nodes located within a nonactivity region will immediately
be transmitted. Furthermore, nodes that are in a backoff process
and located in activity regions cannot decrement their counters.
Fig. 1 shows an example of transmission activities within Δt
(in seconds) in a segment of the network. In Fig. 1(a), nodes
1, 3, and 7 are transmitting, whereas nodes 2, 4, 6, and 8 are
receiving. Nodes 4, 6, and 8 have received a message at the
MAC layer for transmission; however, because they are within
an activity region, they have scheduled their backoff timers,
which are frozen. We note that idle node 2 is located within an
interference area. Fig. 1(b) shows the evolution of the network
after Δt (in seconds), where nodes 3 and 7 finished their
transmissions, whereas node 1 is still transmitting. Node 5 has
received a message after node 7’s transmission has terminated
and immediately started its transmission. Furthermore, nodes 4
and 8 sensed the medium free and started to decrement their
backoff counter, whereas node 6 still senses the medium busy
and continues freezing its backoff counter.

Let w and α denote the backoff contention window size
and the duration of the backoff time slot, respectively. We
assume that the backoff times are sampled from an exponential
distribution, with its mean for a single backoff broadcasting
network given by 1/β = αw/2 [15, p. 1498]. First, we let the
following conditions hold.

• A new message arrives at the MAC layer of an idle node
in an activity region and changes the state of the network
from (n, k) to (n, k + 1). The number of idle nodes per
meter in activity regions is given by φ− n/�(n)− k/R,
where �(n) denotes the average lengths of the activity
regions. Thus, the number of idle nodes within activity
regions can be written as (φ− n/�(n)− k/R)�(n). We
note that no message buffering is considered in this paper
and new messages that were generated in transmitting
nodes or nodes in a backoff process are dropped. As a
result, the rate of the messages that arrive at the MAC
layer of the idle nodes in activity regions is given by
λ0(φ− n/�(n)− k/R)�(n) messages per second.

• A new message arrives at the MAC layer of a node in a
nonactivity region and changes the state of the network
from (n, k) to (n+ 1, k). We note that there cannot be
transmitting nodes in nonactivity regions. Thus, the num-
ber of idle nodes per meter in nonactivity regions can
be written as φ− k/R. Because the average lengths of
nonactivity regions in the network are given by R− �(n),
the number of idle nodes in nonactivity regions will be
(φ− k/R)(R− �(n)). As a result, the rate of messages
that are generated by the nodes in nonactivity regions is
given by λ0(φ− k/R)(R− �(n)).

• A message transmission is completed, and the state of
the network is changed from (n, k) to (n− 1, k). For n
messages in transmission, this rate can be written as nμ.

• A message backoff is completed within the nonactivity
regions, and the state of the network is changed from (n, k)
to (n+ 1, k − 1). The corresponding flow rate out of state
(n, k) can be written as kβ/R(R− �(n)).

Second, the system may enter the state (n, k) if any of the
following four events occurs.

• A message transmission is completed when the state of the
system is (n+ 1, k). For n+ 1 messages in transmission,
this rate can be written as (n+ 1)μ.

• A new message arrives at the MAC layer in an activity
region when the state of the system is (n, k − 1). Similarly,
this rate is given by λ0(φ− n/�(n)− (k − 1)/R)�(n)
messages per second.

• A new message arrives at the MAC layer in a nonactivity
region when the state is (n− 1, k). The corresponding rate
is given by λ0(φ− k/R)(R− �(n− 1)).

• A message backoff process is completed in a nonactivity
region when the state is (n− 1, k + 1). The corresponding
rate can be written as (k + 1)β/R(R− �(n− 1)). We
note that a message backoff counter is frozen in an activity
region. In addition, we have no such event of backoff
completion in an activity region.
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Next, let pn,k(n, k) denote the joint probability that the state
of the system is (n, k) at the steady state. The system may be
described as a 2-D Markov process with state space, i.e.,

S = {(n, k)|0 ≤ n ≤ nmax, 0 ≤ k ≤ kmax} (7)

where nmax and kmax are the upper bounds on the numbers
of messages in transmission and backoff process, respectively.
Based on the given state transition rates, we can write the
steady-state global balance equation (8) for the system at state
(n, k) as

[
λ0

(
φ− n

�(n)
− k

R

)
�(n) + λ0

(
φ− k

R

)
[R− �(n)]

+ nμ+
kβ

R
[R− �(n)]

]
pn,k(n, k)

= (n+ 1)μpn,k(n+ 1, k)

+ λ0

(
φ− n

�(n)
− (k − 1)

R

)
�(n)pn,k(n, k − 1)

+ λ0

(
φ− k

R

)
[R− �(n− 1)] pn,k(n− 1, k)

+
(k + 1)β

R
[R− �(n− 1)] pn,k(n− 1, k + 1). (8)

Equation (8) presents nmax × kmax balance equations that
need to be solved to find the nmax × kmax unknown joint
probabilities. However, such a solution is not necessarily fea-
sible, because the dimension of the state space (nmax × kmax)
could be quite large. As a result, we proceed with an alternative
solution. Let pn|k(n|k) and pk|n(k|n) denote the conditional
distributions of having n concurrent transmissions when k
messages are in backoff, and vice versa, respectively. Operating
with exponential arrival rates, as aforementioned, pn|k(n|k)
and pk|n(k|n) can be modeled with Markovian birth–death
processes. Therefore, for the process pn|k(n|k), birth and death
refer to the events that result in increasing and decreasing n by
one in a short time interval, respectively, when the state of the
system is (n, k). A similar definition is applicable to the process
pk|n(k|n). Next, we introduce several useful definitions.

an|k(n) Birth rate of the number of concurrent transmissions
when the state of the system is (n, k).

bn|k(n) Death rate of the number of concurrent transmissions
when the state of the system is (n, k).

ak|n(k) Birth rate of the number of messages in the backoff
when the state of the system is (n, k).

bk|n(k) Death rate of the number of messages in the backoff
when the state of the system is (n, k).

Based on the given rates in (8), we have

an|k(n) =λ0

(
φ− k

R

)
[R− �(n)] +

kβ

R
[R− �(n)] (9)

bn|k(n) =nμ (10)

ak|n(k) =λ0

(
φ− n

�(n)
− k

R

)
�(n) (11)

bk|n(k) =
kβ

R
[R− �(n)] (12)

and based on the product-form solution [16], we have

pn|k(n|k) = p0|k

n−1∏
i=0

ai|k(i)

bi+1|k(i+ 1)
, 0 ≤ n ≤ nmax (13)

pk|n(k|n) = p0|n

k−1∏
i=0

ai|n(i)

bi+1|n(i+ 1)
, 0 ≤ k ≤ kmax (14)

where p0|k and p0|n are found from the normalization condition.
The maximum value of concurrent transmissions nmax can

be found by solving the inequality �(n) ≤ R, because it must
be always valid. However, for the rest of the analysis, we set
kmax = nmax = max(kmax, nmax), and the missing probabili-
ties will be nulled. Next, let pk(k) and pn(n) be the marginal
distributions of n and k, respectively, which are related by the
following expressions:

p(n) =

nmax∑
k=0

pn|k(n|k)pk(k), 0 ≤ n, k ≤ nmax (15)

p(k) =

nmax∑
n=0

pk|n(k|n)pn(n), 0 ≤ n, k ≤ nmax. (16)

To find these marginal distributions, we proceed by express-
ing the aforementioned equations in matrix form. Define
the nmax × nmax square matrix Pn|k, with the (n, k)th el-
ement given by pn|k(n|k). In addition, let Pk|n define the
nmax × nmax square matrix whose (k, n)th element is given
by pk|n(k|n). Finally, denote the vectors of the marginal distri-
butions of n and k by Pn and Pk, respectively. Then, based on
(15) and (16), we can write

Pn =Pn|kPk (17)

Pk =Pk|nPn (18)

which, after further manipulation, yields

Pn =Pn|kPk|nPn (19)

Pk =Pk|nPn|kPk. (20)

We note that the bases for the null spaces of square matrices
Pn|kPk|n and Pk|nPn|k are the solutions for the marginal
distribution vectors Pn and Pk, respectively. These bases can
numerically be found using MATLAB, for example, and need
to be normalized to represent valid probability vectors.

Next, we define n̄ and k̄ as the average number of messages
in transmission and in backoff in the network under considera-
tion, respectively. Therefore, we have

n̄ =

nmax∑
i=0

ipn(i) (21)

k̄ =

nmax∑
j=0

jpk(j) (22)

where marginal probabilities pn(i) and pk(j) are given by the
ith and jth elements of the vectors Pn and Pk, respectively.
We note that our former analysis, as reported in [11], does not
allow determining the average number of messages in a backoff
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process, which is an important performance measure. Finally,
the joint probability pn,k(n, k) can be found as

pn,k(n, k) = pn|k(n|k)pk(k)
= pk|n(k|n)pn(n), 0 ≤ n, k ≤ nmax. (23)

We have observed that (23) satisfies the equality in the global
equations (8) with less than 1% error for the state space S.
This result validates the main assumption in its derivation, i.e.,
modeling the distributions of n and k with two conditional
Markovian birth–death processes pn|k(n|k) and pk|n(k|n). The
simulation results, as reported in Section V, also validated the
assumption. The distribution in (23) is helpful in determining
many performance measures for the VANET model under
consideration. A case study is given in the next section.

IV. DISSEMINATION OF HIGH-PRIORITY MESSAGES:
DELAY ANALYSIS

In this section, we determine the average delay of message
dissemination for event-driven safety traffic in the presence
of low-priority traffic in a multihop scenario. We consider a
connected network that corresponds to a highway with mod-
erate traffic [13]. Therefore, the message dissemination delay
is higher due to a higher number of transmissions and possible
collisions. The impact of network discontinuity on dissemina-
tion delay in sparse scenarios is discussed in [17]–[20].

Because high-priority traffic is event driven and infrequently
generated, it is reasonable to assume that a node that forwards
a high-priority message will see the low-priority traffic at the
equilibrium, i.e., with the arrival rate to the network of an|k(n)
given by (9). Because the nodes are uniformly distributed, the
probability density function of the interarrival time of a new
low-priority transmission within the transmission range of a
high-priority forwarding node (2d) is exponentially distributed
with parameter

Γn,k = an|k(n)
2d
R

(24)

for state (n, k). Denote Ps(n, k) as the probability that no new
low-priority transmission starts in the transmission range of a
forwarding node within a time slot α. Given that the state of
the system is (n, k), based on the memory-less property of
exponential distributions, we have Ps(n, k) = e−Γn,kα. Finally,
denote Ps as the unconditional probability of Ps(n, k), which
is given by

Ps =

n_max∑
k=0

n_max∑
n=0

Ps(n, k)pn,k(n, k)

=

n_max∑
k=0

n_max∑
n=0

e−Γn,kαpn,k(n, k) (25)

where pn,k(n, k) is given in (23).
Next, we determine the transmission delay at the hth inter-

mediate forwarding node. The derivation of transmission delay
at the source node, h = 1, slightly differs from intermediate
forwarding nodes, which will be discussed later. Because the
hth forwarding node has received the high-priority message

from the (h− 1)-th forwarding node, it cannot be in an activity
region, and it starts sensing the medium for a DIFS period.
Thus, with probability Ps, it finds it free and proceeds with the
transmission in the consecutive slot. In this case, the forwarding
delay will be α+ x̄. On the other hand, with a probability
of 1 − Ps, it may sense the medium busy during a DIFS
period, and it defers the transmission after the completion of
the ongoing transmission and a backoff process. In this case,
the forwarding delay will be 0.5α+ x̄+ E[backoff time] + x̄.
Therefore, as a result of a single backoff procedure in the
broadcasting mode, the average delay experienced by the hth
forwarding node can be written as

d̄h = Ps(α+ x̄) + (1 − Ps)(0.5α+ x̄+ E[backoff time] + x̄)
(26)

where x̄ is the average message transmission time given
by x̄ = 1/μ.

Next, we determine the average backoff waiting time in
(26). Without loss of generality, we assume that the backoff
window size for high-priority messages equals that of low-
priority messages; however, a smaller window size can be
considered for high-priority messages to conform with the
packet differentiation introduced in the IEEE 802.11e MAC
protocol. Let i denote the backoff value chosen by the hth
forwarding node, i = 0, 1, . . . w − 1. We note that the start-up
of a low-priority transmission freezes the backoff counter in the
forwarding node and extends its waiting time by the average
message transmission time plus a time slot. Because a low-
priority transmission may start with probability 1 − Ps within
a slot duration, the average waiting time for each counted slot,
shown by the forwarding node and denoted by Tst, can be
written as

Tst = Psα+ (1 − Ps)(0.5α+ x̄+ Tst) (27)

which, after simplification, yields

Tst =
Psα+ (1 − Ps)(0.5α+ x̄)

Ps
. (28)

Given that the ith slot is uniformly selected, the average backoff
waiting time for the forwarding node is given by

E[backoff time] =
w

2
Tst. (29)

Then, substituting (29) into (26), we obtain the average trans-
mission delay at the hth forwarding node.

Next, we determine the transmission delay of the safety
message at the source node, h = 1. We note that a source node
may be located in an activity region when it generates a high-
priority message. We denote the probability of this event as Pi.
In this case, the node randomizes a backoff value and waits until
the medium becomes free to decrement the counter. Because the
arrival of a high-priority message within an activity region is
uniformly distributed, the average waiting time for the source
node to sense the medium free is given by 0.5x̄, where x̄ is
the average transmission time. On the other hand, if the source
node is not located in an activity region, it experiences a delay
similar to one of the other forwarding nodes, as given in (26).
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TABLE I
PARAMETERS SETTINGS

Therefore, the average transmission delay that is experienced
by the source node can be written as

d̄1 =Pi (0.5x̄+ E[ backoff waiting time] + x̄) + (1 − Pi)d̄h

=Pi

[w
2
Tst + 1.5x̄

]
+ (1 − Pi)d̄h. (30)

Pi has been derived in [11] as Pi =
∑n_max

j=1 h(j)/�(j)pn(j),
where h(n) and �(n) are given by (1) and (2), respectively, and
pn(i) is given by the ith element of the vector Pn, given by (19).

Finally, the average total dissemination delay for H hops of
communications, denoted by D̄H , is given by

D̄H = d̄1 + (H − 1)d̄h. (31)

V. ILLUSTRATIVE NUMERICAL AND SIMULATION RESULTS

In this section, we present illustrative numerical results
with regard to the analysis proposed in the previous sections.
An event-driven simulation platform was developed using the
MATLAB software to confirm the accuracy of the analysis.
We have implemented the IEEE 802.11p MAC protocol with
two priorities in the simulation platform. To verify the assump-
tion for neglecting mobility in the analysis, we integrated the
mobility model based on [21] in the simulation. Briefly, this
mobility considers that nodes arrive at a unidirectional highway
with length R (in meters) according to a Poisson process with
the parameter ρ vehicles per second. The movement of each
node consists of random time intervals, called mobility epochs,
which are exponentially distributed with parameter δ. During
each epoch, a node moves with a constant speed that is inde-
pendently chosen from a Gaussian distribution with parameters
G(η, σ2). This mobility model has the advantage of being
mathematically tractable [21]. Its accuracy in capturing the
main characteristics of vehicles’ mobility in a highway network
was also discussed in [22] using traffic emulator software and
comparisons. Table I presents the parameter settings that were
used for the derivation of simulation and numerical results. The
node density of the network is set to φ = 0.1 vehicles per meter
for the analysis, which corresponds to a node’s arrival rate of
ρ = 2.73 vehicles per second in the simulation [11]. Three per-
node message arrival rates are considered, i.e., λ0 = 10, 20, and
30 messages per vehicle per second. Therefore, following the
expression λ = φλ0, three message arrival rates to the per unit-
highway length with idle-node population are obtained, which
are λ = 1, 2 and 3 messages per meter per second.

Fig. 2 shows the results for the average numbers of concur-
rent transmissions n̄ and the messages in the backoff process
k̄ based on (21) and (22), respectively, as functions of the
transmission range and with the unit-length message arrival rate

Fig. 2. Average numbers of concurrent transmissions and messages in a
backoff process as a function of the transmission range for different message
arrival rates.

Fig. 3. Average delay of high-priority message dissemination for H = 5 hops
of communication as functions of the transmission range, with the unit-length
message arrival rate λ taken as a parameter.

λ taken as a parameter. It can be observed that n̄ and k̄ are
decreasing and increasing functions of the transmission range,
respectively. Furthermore, for a constant transmission range,
when the message arrival rate increases, n̄ and k̄ increase with
smaller values for higher transmission ranges.

Figs. 3 and 4 present the average delay for the dissemination
of high-priority messages based on (31) for H = 5 hops of
communication. Fig. 3 plots the delay as a function of nodes’
transmission range d, with the message arrival rate per unit
length λ as a parameter, whereas in Fig. 4, the message arrival
rate is taken as the variable, and the transmission range is
considered a parameter. It may be seen that the average delay
increases as functions of d and λ, because in both cases, the
contentions for the channel access increase in each hop of
communication. In addition, the average delay as a function
of transmission range almost linearly increases, whereas this
increase takes a higher slope when λ is taken as a variable. The
results are helpful in determining the maximum transmission
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Fig. 4. Average delay of high-priority message dissemination for H = 5 hops
of communication as a function of the unit-length message arrival rate, with the
transmission range d taken as a parameter.

range for a reliable communication or in employing an adaptive
transmission range mechanism. For example, for λ = 3 and
d = 700 in Fig. 3, the mean forwarding delay is approximately
500 ms for five hops of communication, which indicates a mean
forwarding delay of 100 ms per communication hop. On the
other hand, a maximum acceptable delay for safety message
dissemination is defined as 100 ms by DSRC [1]. Thus, the
transmission range should not be chosen higher than 700 m
to keep the communication reliable. As another example, for
d = 800 in Fig. 4, the forwarding delay exceeds 500 ms when
the message arrival rate approaches 2.7. Thus, the transmission
range should be reduced to keep the transmission reliable.
As it may be observed, there is a good agreement between
the numerical and simulation results. This case confirms the
accuracy of the assumptions made in the analysis.

VI. CONCLUSION

The broadcasting and transmission of safety messages with
different priorities, such as those for frequent and event-driven
applications, are some of the main concerns for the adequate
implementation of a VANET. In this paper, by the employment
of the IEEE 802.11 MAC protocol for broadcasting safety
messages in a VANET, we have derived the joint distribution
of the number of low-priority messages in transmission and
backoff processes. It was stated that the proposed modeling
is general and it can be used to derive different performance
measures for highway-based VANETs. As a case study, we
derived the average multihop delay for infrequent yet high-
priority messages in the presence of low-priority messages. It
is a well-known phenomenon that increasing the transmission
range increases the network connectivity. On the other hand,
it increases the backoff time for the messages, which results
in a higher multihop transmission delay. Therefore, a good
tradeoff must be made between the transmission range and
the end-to-end transmission delay, particularly for event-driven
applications that are sensitive to delay. Furthermore, the traffic
of frequent low-priority applications should be controlled to

satisfy the required delay bounds for the immediate high-
priority traffic. As aforementioned, to adapt to IEEE 802.11p
requirements, we may also consider a smaller contention win-
dow size for high-priority messages to assess its optimum value.
As our future work, we will consider the performance modeling
of VANETs with multiple types of traffic. We would also like to
study the very challenging problem of allowing a node to have
more than one message waiting for transmission.
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